
Microsoft 365 Data Security 
Workshop

OVERVIEW

In the Daymark Microsoft 365 Data Security Workshop, Daymark will 
evaluate the customer’s current data security landscape and develop 
a roadmap for deploying Microsoft Purview. Microsoft Purview covers 
many areas of data security, and as such, this workshop assumes the 
use of an M365 E5. 

Scope - The workshop is delivered over three (3) days. The agenda 
includes:

Day 1: Data and Security Objectives
•	 Prioritize key data security objectives
•	 Discover data and compliance risks in Exchange, SharePoint, and 

Teams
•	 Identify stale and sensitive data
•	 Address data loss, data theft and data leakage
•	 Discover insider risks and risky user behavior
•	 Uncover current data security mitigations 

Day 2: Microsoft Purview Overview
•	 Review tailored risks identified during discovery
•	 Explore how Purview can mitigate and eliminate identified risks
•	 Focus on:

•	 Data loss prevention
•	 Information protection
•	 Data lifecycle management
•	 Insider risk management

•	 Records management

OBJECTIVES
•	 Identify key data security 

objectives and priorities
•	 Identify data storage locations 

and risk
•	 Provide an overview of Microsoft 

Purview
•	 Deliver next steps to protect 

data
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ABOUT DAYMARK

Daymark Solutions excels in creating 
sophisticated technology solutions, 
specializing in addressing complex 
business challenges through 
expertly designed systems. Their 
highly skilled architects are adept at 
crafting well-architected solutions 
that seamlessly integrate cloud 
and data center technologies. By 
combining these technologies, they 
create robust, scalable and secure 
systems tailored to meet their 
clients’ unique needs.
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Day 3: Compliance Manager Deep Dive Review
•	 Compliance manager tenant review
•	 On-premises data discovery

•	 Communications compliance

DELIVERABLES

After the engagement, Workshop 
participants will receive: 

•	 Executive summary

•	 Recommendations and next 
steps roadmap


